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*************** Start of Changes***************
[bookmark: _Toc45028917][bookmark: _Toc45274582][bookmark: _Toc45275169]A.23	KIAB generation function
This input string is used when the IAB-node and the IAB-donor derive KIAB (PSK) for establishment of secure F1 interface. The following parameters shall be used to form the input S to the KDF:
-	FC = 0x83aa,
-	P0 = IAB-donor-CU IP address,
-	L0 = length of IAB-donor-CU IP address,
- 	P1 = IAB-node DU IP address,
-	L1 = length of IAB-node DU IP address.
The input key KEY shall be KgNB,  if the key KgNB is in possession of the IAB-UE functionality in the IAB-node and in the IAB-donor-CU, after the IAB-UE setup procedure (Phase-1).
The input key KEY shall be S-KgNB, if the key S-KgNB is in possession of the IAB-UE functionality in the IAB-node and in the IAB-donor-CU, after dual connectivity procedure.
The entire output of the KDF (256 bits) is used as the KIAB.

*************** End of Changes***************

